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Abstract of the contribution: This contribution proposes an initial evaluation and conclusion to support authorization and authentication of third-party identities.
1. Proposal
It is proposed to accept the following changes to TR 23.700-77.

FIRST CHANGE
7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.
7.X. Overall evaluation of KI#4
Four solutions, 10-13 have been presented; they have similarities and few differences:
1) All solutions, except one solution 12, fetch third party information (Rich Call Data – RCD) to be signed and conveyed from third party servers. Solutions fetching third party RCD data from third-party servers configure third-party server addresses in HSS. One solution, 12, configured third party RCD data to be signed in HSS.
2) One solution, 10, fetched third-party RCD from external servers via the IMS AS. Two solutions, 11-12 fetched RCD data, including URI, via HSS.
3)	All solutions except one solution, 13, convey third party RCD in SIP signalling. One solution, 13, conveyed only a URI as RCD to be fetched by the target UE. Solutions that conveyed third party RCD in SIP signalling also conveys URIs for things that can’t be conveyed in SIP signalling such as pictures. 
4)	Some solutions, 10, 11, and 13 fetch third party information from third party servers via a URI provisioned in the subscription profile for IMS UEs subscribed to use the service. This URI is an index in the third-party data base associated with the RCD for the IMS UE. One solution uses the IMPU for the subscribed IMS UE as an index in the third-party data base associated with the RCD.
5)	One solution, 10, supports multiple RCDs, pertaining to dual roles for the IMS UE, to be fetched for an IMS UE subscribed for the service. In this solution, the IMS UE can indicate which RCD the network can consider in the initial SIP INVITE using an existing SIP parameter within an existing SIP header. In the absence of the UE indicating its preference, policy can be consulted. 
6) All solutions, 10-13, are identical in signing of the third-party identity at the originating network and verification in the terminating network. 

8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
8.X Preliminary conclusion for Key Issue 4
-  Support authorization check in IMS AS of whether the IMS subscription of the calling PBX/IMPU is authorized to use 3P IDs based on a new attribute in the IMS AS user profile for the PBX/IMPU retrieved from the HSS as repository data.
-	Support both IMPUs and URIs configured in HSS as indices for fetching third party RCD from a third party ID server. Information is fetched from HSS only by IMS AS.
-	 Support configuration of the address of the third-party ID server in HSS as repository data per IMPU. Information is fetched from HSS only by IMS AS.
-	At minimum, one RCD is returned from a third-party server when queried in that regard. Optionally, a third-party server can return more than one RCD if configured accordingly, and which is out of scope. In this case, the originating UE can indicate the RCD record to be considered by the network when the UE initiates an IMS session, or in the absence of a UE indication, the network chooses one based on policy.
-	Support transporting RCD data in SIP signalling as well as URIs for extensive data that can’t be transported.
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